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1   Introduction

1.1 The Object Management Group (OMG)

The Object Management Group (OMG) is a software consortium with an international membership of vendors, developers, and end users. Established in 1989, its mission is to help computer users solve enterprise integration problems by supplying open, vendor-neutral portability, interoperability and reusability specifications based on Model Driven Architecture (MDA). MDA defines an approach to IT system specification that separates the specification of system functionality from the specification of the implementation of that functionality on a specific technology platform, and provides a set of guidelines for structuring specifications expressed as models. OMG has published many widely-used specifications such as Unified Modelling Language [UML], Business Process Model & Notation [BPMN], Meta-Object Facility [MOF], XML Metadata Interchange [XMI], Data Distribution Service [DDS] and CORBA [CORBA], to name but a few significant ones.
1.2 <Subgroup>
<Note to RFI Editors: Briefly summarize the mission and goals of your subgroup and explain how responses to this RFI will help meet your objectives.>

1.3 RFI Objectives

The intent of an OMG Request for Information (RFI) is to gather information for the purpose of guiding a subgroup in its efforts to provide solutions to industry problems. The RFI process is used by a subgroup to canvass a targeted industry segment for one or more of the following purposes:

· Acquiring general or specific information about industry requirements.

· Soliciting assistance in identifying potential technology sources.

· Soliciting input to validate a subgroup’s roadmap.

Generally speaking, the RFI process determines which Request For Proposals (RFPs) will be issued (and, based on negative feedback, which won't) or influences the way a particular RFP is constructed.

2   Information Being Requested

2.1 Summary of this RFI

<Note to RFI Editors: Provide a 2-3 paragraph summary of what information is being sought and how it will be used (e.g., develop a roadmap.>

[to be completed after the rest]

The Questions are tabulated in section 2.4. Guidance notes for those questions are listed by topic in Section 2.3.
2.2 Overview of Smart Contracts
Smart Contract is a term associated with an application set in a Blockchain environment. Here, the term ‘smart’ refers to the automated, online, networked way they are implemented.  Nor are they necessarily ‘contracts’ in the usual sense of the word, as discussed below.

Smart Contracts provide an online, automated means to support business interactions that would previously have required contracts in the generally understood sense of that word, but without the need for a written contract as a legal instrument. A Smart Contract allows people or entities online to exchange commitments in the way that other legal contracts would, using the non-repudiable nature of distributed ledger technology (DLT) to establish those commitments. 

There is some variation in views on whether Smart Contracts ‘are’ contracts or are simply a replacement for them, or even simply represent verifiable agreed sequences of transactions among parties online, and we would be interested in hearing different stakeholders’ views on these definitional questions as part of the responses to this RFI. 

At another level, we can describe what Smart Contracts are in a more physical sense. These are distributed applications, in which several different machines (nodes on an online distributed ledger network of peer nodes) are running the same software and can proved to be doing so. This means that each Smart Contract participating node runs the same software, processing the same incoming information, to derive what should be the same results. A wider network (e.g., internet) view, might see enabled many different Smart Contracts participating on nodes of different varieties processing many different Smart Contract immutable conversations.  One might view these Smart Contract environments as similar to enacting private LANs, invisible to the wider WAN.

This raises the notion of access to specific smart contracts by a given community or authorized participants in that specific smart contract. 

This is at a separate layer to where the contents of the underlying DLT has its contents validated by proof of work (mining) or other kinds of proof. This is assumed to happen at a different level to the smart contract itself. The contract is separate from the chain. It uses the chain to determine whether the positions are as stated. 

Contract counterparties are defined as part of that contract, so this is not affected by who can see or not see material from that smart contract on the blockchain. One question to address is how the assertions in the smart contract are posted in a non-repudiable way in the underlying DLT, for example as a hash of some data posted to the smart contract. Are there other ways of doing this? (see Questions). What implications are there in terms of security, transparency etc. 

From this physical description it should be clear that the range of ways in which Smart Contracts may be used is broader than the range of ways in which conventional legal contracts/agreements are deployed in a business setting. 

There will be specific variations in how Smart Contracts work and how they interact with other DLT ecosystem components, for different DLT ecosystems or even for different kinds of Smart Contract intended to be used in a given ecosystem. For example, how Smart Contracts receive information to be processed may vary – using oracles, DLT-specific messaging services like IOTA (proprietary) Streams, movements of cryptocurrency to or from crypto exchanges, or information posted directly to the distributed ledger itself. There are also fundamental distinctions among DLTs themselves that will affect the design choices and precise nature of Smart Contracts – permissioned versus permissionless networks, sequential blockchains versus graph-based distributed ledgers and so on. 

Based on these variations there would presumably also be differences in the arrangements by which each node is guaranteed to be running the same version of the same distributed application code. There are also languages developed specifically for Smart Contract development, e.g. Go.

Some of the fundamental variations in types of DLT also lead to features such as ‘Unspent Transaction Output’ (UTXO) versus fungible tokens, and these may have some effects on the Smart Contract design choices, which we would like to learn about in responses to this RFI. 

Finally, these distinctions among DLT ecosystems will lead to variants in the typical facilities supported in a DLT, including oracles, messaging, cryptocurrency movements, exchanges, the requirements for some ‘gas’ payments to process transactions and so on. Some‘architectural’ variations are summarized in the next section, but are in no way all inclusive. 

2.2.1 Smart Contract Definitions

The definition of a Blockchain Smart Contract depends on the context of the contract being processed, and the attending processes on the Blockchain.  The applications run the gamut from following tight legal standards, to being more like a loose agreement, a handshake.  Here are some distinctions:

· The definition of a Contract (versus an Agreement)

· Legal Contract standards (LegalTech)

· Contract as defined by usage in the Blockchain sense

Definitionally, we are disassembling the nature of a contract as generally understood. Whereas in contract law there is arbitration after the fact, in DLT the participants agree in advance on the precise facts of the matter in question, so the contract is performed under the terms of that agreement (formal/legal, or informal/handshake). In one extreme, the perspective of a particular Smart Contract could parallel the process and litigation of a legally bound contract.  In a looser context, a Smart Contract could be a supply chain delivery agreement around a set of goods.  Another example might highlight that the language of something like a Memorandum of Understanding (MoU) is distinct from the language of a formal contract in the legal sense. An individual, more informal agreement could also use the Smart Contract mechanisms.

performance
.]

2.2.2 Contract Lifecycle Considerations

The following section is specific to legal definitions of smart contract events during a contract lifecycle. Please respond to all these sections as you can, or in terms of those parts that you are interested in.

Consider the following parts of the lifecycle of a conventional contract:
· Contract is negotiated,  and set-up (pre-award)

· Contract is in force (signed off; not yet discharged)

· Involves Contractually agreed commitments and definitions (the Contract Terms)

· Contract has been completed 

· No Terms remain in force

· Selected terms remain in force (survivability of specific terms)

· Contract has been disputed, with a Dispute resolution 

· Events after the fact of completion where either party disagrees with the other on what was agreed and whether it was adequately delivered

See also Testability questions
.

 How would you describe the processes and supporting objects/entities in a conventional, legal contract, for negotiation, and agreement of terms, for events/activities while the contract is in force, for finality of contract completion,  and for what happens when things go wrong or are disputed?

How would you describe more loosely defined contracts, and Smart Contract usage?

In Smart Contracts, is the need for a legal framework removed, because there are immutable records of what was agreed? For example, a possible challenge is that having an immutable record in data does not necessarily imply that the participants shared the same meanings of these terms represented in posted data. Also, making some statement immutable has no effect on whether or not participants have the same understanding offline of what was meant.

Could the implied immutability of Smart Contracts be more explicit, or is it satisfactory?

[For example, could it be formalized using a standard process description language (such as BPMN or UML Activity Diagrams), that has an unambiguous underlying metamodel?

There is a big trade-off between understandability and non-ambiguity. This also happens with legal language. Is there a semantic/ontological way to make wording more unambiguous? 

Also, the idea that software is binding can be more problematic. This might imply that you can’t use software for creating contractual immutability.

[for the RFI we need to solicit the range of views on that; how to frame the question to capture this – see questions]

Is it possible that, for a Smart Contract to be agreed between two parties, and subsequent disputes can potentially still be resolved with recourse to the legal system. Using a currency example, I may have purchased some currency on some exchange and subsequently a law was passed making that not be recognized as currency, resulting in a change of circumstances (context) that would lead to a legal dispute. This remains one of the unknowns in the crypto based smart contracts world, for example. 

There may also be effects of different players themselves using, buying into, or giving credence to, various digital currencies. In this context, the players themselves may have some effect on any Smart Contract that makes reference to the effected cryptocurrency
. 

2.2.3 Entities and Interactions

In conventional
 contracts, there are at least three parties associated with any contract. The two parties to the contract and the writer of the contract itself. There are two other entities in the a contract execution:  the Contract itself, and the environment in which it operates.  We would assume there is something equivalent to this in Smart Contracts.

In a Smart Contract (blockchain) environment, the three parties are introduced to or known by the blockchain itself.  There are ways to establish identity assurance on the blockchain, depending on implementation.  What would a standardization of identity encompass?

In a blockchain environment, what happens if the smart contract is defective? There might be third party liability issues, how are these tracked and resolved? 

If there have been breaches in Smart Contracts. then who is liable?

· Here we would need to distinguish between, as with regular contracts, the definition of breaches that are allowed for in the text of the contract, and breaches that are not allowed for and that therefore require external arbitrage and legal judgment. 

Example: where there was a security problem in a given Smart Contract

See ‘Dispute Resolutions Questions’ in the next section.

(to Questions: What do we do about dispute resolution:

(a) When there is a dispute between the principals of the ‘contract’

(b) When there is a dispute between one or other or both of the contract principals and the body responsible for providing the contract (‘contract provider’)

(c) Should we consider tiered arbitration where a “smart arbitration” capability would resolve or mitigate the contract performance issue?

(d) Is a 4th entity to be allowed into the Smart Contract environment, a legal entity, to participate in activities and discussions from the dispute point forward in the processing online?

2.2.4 Smart Contract Online System Application Environment (Blockchain and variants):  Compliance and Quality Assurance Considerations

This section relates to the Smart Contract application software implemented on top of the Blockchain environment, not to the actual Blockchain implementation itself.  In many cases, the ‘software’ involves actual offline processing and interaction by humans, or even other software systems, during Smart Contract processing
.

[Somewhere, maybe in the introductory section, it would be good to have an activity diagram which shows the processing interactions among participants:  the Smart Contract application, running on the DLT Blockchain chain/architecture, interaction with other fripperies like oracles and exchanges and wallets, and their interactions with the banking system, etc….  Even a little context diagram (using the Use Case diagram) would be helpful, I think, to avoid convolution.]

2.2.5 The Environment of Smart Contracts

In order to understand Smart Contracts more broadly it helps to understand a little of the features of the DLT ecosystem that may be oof relevance of these. This RFI does not include questions on those matters. 

2.2.5.1 Oracles

Definition: The term ‘oracle’ in crypto simply refers to some agreed source of information. 

What we call DLT ‘transactions’ may or may not be economic transactions; any kind of data that can be exchanged can be posted to a DLT. In the same way, an oracle provides access to any kind of information (and generally does not include the provision of cryptocurrency balances at all). 

For Smart Contracts, each instance of a Smart Contract would be programmed to refer to the same oracle as the source for the same information. There may be variations in accessibility, changes over time etc. as each node independently accesses that oracle. 

Some of our questions in this RFI will address the challenges presented by that. 

There may be some variation in the definition of ‘oracle’ and we would like to hear a range of views on that. For example, given the basic definition and nature of ‘oracle’ at least as we understand it, this could in principle be any one of:

· An agreed source of information, such as the URI of a web-based service for securities pricing

· An IoT device, as the source of information in the form of a reading (value) from some instrument

· A stored database of information gathered from elsewhere (including aggregated data from IoT devices, or single data values from public sources e.g for commodities pricing)

· A utility that takes information made available by other sources (like those above) and posts a record or more likely a hash of that information to a Distributed Ledger

Some questions relating the last bullet point above would include interoperability questions such as whether this necessarily must be, or may be, posted to the same DLT as the one on which the Smart Contracts are deployed, or even the same kind of DLT. 

Oracles are a key component in addressing interoperability questions across DLT environments, since at least in principle it is possible for the same oracle to be read by Smart Contracts running on different DLTs, or different communities of users running separate Smart Contracts on the same DLT. We would like to hear from responders about whether this kind of interoperability benefit can be derived from every kind of Smart Contract, or if there are specific kinds of thing one might call an ‘oracle’ out of the list above, that can be used in this way. 

2.2.5.2 Cryptographic Exchanges

[find the text for this]
2.2.5.3 Wallets
[find the text for this]

2.2.6 Smart Contract Communities

Some (or potentially all?) Smart Contracts do not run on every node that is participating in a given DLT ecosystem, but only on a selected community of nodes, often called a ‘Committee’ or an ‘Assembly’. We would like to know more about whether this is a universal feature and what kinds of variation there may be in how this works. 

Conversely, for those to whom this concept has not been seen, what are the arrangements whereby individual participants in some business process (for example some supply chain, or the use, sale and purchase of some IoT device-originated data) would interact via Smart Contracts. 

For example, is it the case that every entity that needs to interact in some business scenario needs to be running the Smart Contract? What if there are only 2 participants in the economic relationship but the Smart Contract requires to be running on a minimum or 5 or 50 nodes?

There will be more about this in the questions but we would welcome feedback and additional information on these kinds of variation, and on the extent to which these may in turn be informed by other DLT architectural considerations (e.g. public v private, permissioned v permissionless, graph based versus blockchain and so on). 
2.2.7 Other Ecosystem considerations

[some of these might be questions for DLT ecosystems / foundations etc. ; what about decentralized DLTs
]

Some DLTs [note here about decentralized, distributed DLTs and how their governance processes work; some might have the network distributed but have a central ‘foundations’ or similar to deal with code control (GitHub etc.) and standardizations. Other may not, and instead have e.g. community operated RFCs (e.g. the Ethereum EIC arrangements
)]

What guarantees are there about the integrity of any smart contract, regardless of how good or how well managed is the DLT itself? [do we have a need here to separate the smart contract from the distributed ledger solution
?]

Some typical quality considerations below. Are these the responsibility of the DLT platform e.g. are they responsible for scanning the SC and identifying and liabilities or can you distribute whatever you want
. 

2.2.8 Other Environment and Conformance Notes
Is there a role for conformance suites for this, whereby you can demonstrate conformance to some specification. Is it possible to have certain controls built into the specification such that it is possible to programmatically demonstrate that a given SC is conformant to that contract. 

This is distinct from any business-level ambiguities or gaps in the contract terms. Assume that any well-designed SC system would consider those areas and build in conformance arrangements, along with means to deal with any such issues (i.e. add something to the conformance suite if they had not thought of that). 

Conversely: where there is a classic license disclaimer, that makes those liabilities go away. 

Then: is the SC really fit for purpose in place of a contract, in the absence of any potential liability when something goes wrong that can be attributed to the code. 

Parallel example: What’s required in order to publish an app to the Apple or Google / Android apps ecosystems. Is there a parallel for SCs? Can SCs be published to App Stores and come under these existing quality requirements? Are those adequate or are there more such conformance requirements that are specific to SCs and therefore not already covered in the App Store conformance arrangements
. 

Recourse: What kinds of recourse are available, for:

· Non performance of either party to the SC as a contract

· Non performance of the SC itself (i.e. recourse to the SC developer)

· Resolution and recuperation of damages.  Should this be automated or require human intervention?

Anticipate there would be case law if there is not already
. 

See Contract Questions: In certain jurisdictions (e.g. England and Wales), it is possible a SC to be recognized de facto being (also) a Contract. 

In which case it is trivially true that there 

· Will be case law going forward

· Will be applicable case law from prior (non SC contracts) that can be applied to any given SC

· Case law may also create exceptions and variations to previously applicable case law over a given topic (e.g. a rental agreement as SC may draw upon prior case law for non SC rental agreements but equally, new case law may define a non-applicability of one or more features of prior case law
.

Is it the case that: 

· Someone write a SC that can be used by multiple parties; or

· Any party entering into a business interaction would write their own SC code

· Definition of SC standards, are they needed?

2.3 Background Notes for Questions
This section is included in order to provide some clarity on some of the sets of questions in the Questions section that follows. 

2.3.1 Definitional Matters and Business Opportunities Questions
Background Q7: There are two kinds of definitional approach to Smart Contracts

· Based on contractual relations i.e. an exchange of commitments

· Based on being distributed immutable code

Consider the following: 

· There are things that can be contracts that do not use Smart Contracts architecture

· There are things that use distributed immutable code applications that are not contractual

Different types of Smart Contracts

Different opportunities for smart contracting

· Link to the new stuff about audiences]

2.3.2 Legal Questions
License:

· What kinds of licenses are in use (e.g. the MIT License)? 

· What liabilities are in play or what liabilities are not present.

· License dependency – what license terms are ‘inherited’ from upstream e.g. the DLT itself, the SC platform or language etc., if there is one. These terms may include disclaimers of warranty liability, other terms. How does this affect liability on the individual Smart Contract that someone is writing?

Q: Does the smart contract have access to determine whether or no it is (or is liable to be) in violation of statutory law (national, state or federal law).

· For example, if there is a contract with a mover to ship a thing, and the address is known to them, they are legally aware of any exposures this gives them (or the original supplier) to statute applicable in that territory. 

2.3.3 Regulatory Questions
Please do not include general regulatory concerns about cryptocurrency itself, only answer as it impacts the use or creation of smart contracts.

Q: Are there issues arising from the non-visibility of the smart contract as it represents a contractual relationship, if this is not made visible to others, or potentially to regulators. 

· Background: Pushback on the idea of 'private' contracts i.e. where there is no visibility or regulatory oversight of the contract. 

Question on economic collapse of SC positions:

· (note: this is separate from any questions about the potential collapse of a given cryptocurrency – that's out of scope of this RFI which is focused only on smart contracts not on cryptocurrencies)
2.3.4 Compliance Questions

(Including test-related matters)

Examples of kinds of test:

· Unit Testing

· Integration Testing

· End-to-End Testing (E2E Testing)

· Smoke Testing / Regression Testing

· Sanity Testing

· Acceptance Testing

· White Box Testing

· Black Box Testing

· Interface Testing

· Interoperability Testing

· Safety Testing
2.3.5 Usage Questions
These questions relate to what can or can’t be done (as usage) with one or another Smart Contract types, and / or underlying platform (e.g. some things might not be able to be done using Permissionless DLTS, others using Permissioned. Likewise centralized v decentralized etc. 

2.3.6 Fees Questions

These questions relate to the need for payment of fees (‘gas’ payments’ to participate in Smart Contract usage. 
Possible factors may include: 

· Speed

· Throughout

· Congestion control

· Pro bono payments of a percentage of fees e.g. to offset carbon usage

Please add any further factors you are aware of. 
2.3.7 Synchronization Questions
For example, for complex sets of business activities, assume these would not be one big Smart Contact to solve them all. 

See also modularity questions. 

Questions to draw out things like the layered architecture in IOTA – DLT v Streams v Smart Contracts etc.) and how these provide different possibilities for the end users.
2.3.8 Interoperability Questions

Interoperability between:

· Different DLTs – Interoperability of smart contracts among diverse DLT’s.  Will DLT interoperability standards be required?

· See Interoperability RFI

· Different communities running a given Smart Contract type but different groups of business participants e.g. two groups using the same DLT architecture on the same DLT (say, Ethereum) but are running a different Smart Contract – these may also need to interoperate e.g. they are part of a broader supply chain

· Should Smart Contract type standards be defined agnostic to the DLT Type?
Question: What issues do you see in relation to interoperability among smart contracts. 

For example, do you have a contractual scenario (such as product ordering and delivery satisfaction) that raises interoperability issues? 

Use of DD250 (US Government form) and comparable things in your jurisdiction.

Similarly (in Aerospace) the Aircraft Release form – electronic version, including FAA-stipulated terms and conditions on exchanging ownership of the aircraft. 

Question: do you see a use of smart contracts to verify that a transfer (conditions) has been met ([ref: SAE G31]. Question: 

[See documentation from AIA – add it here or reference it]

[Add to References:

AIA 

SAE International – G31 Committee] 

Explanation and notes:

Example in Aerospace: Form DD250 (US Government-defined form that confirms a product has been delivered):  – how to ensure satisfaction of terms for a contract between US Gov and a 3rd party. Challenge is interoperability between various DLT solutions that have been deployed. Including timing issues. https://www.ledgerinsights.com/authenticiti-capgemini-aia-blockchain-aircart-parts-defense/
Rather than forcing everyone onto a specific solution (e.g. that the US Gov is using) whether people can use others. And that these are compatible? This speaks to interoperability. 

e.g. Ts and Cs on shipping, remuneration and other things. Relationship between supply contractual fulfilment and financial remuneration.
[Note: want to know when some audiences don’t know something. Ask for Answer / Don’t know and solicit textual response for why they don’t know a thing ‘If you do / do not have this please explain what it is you do’ – encourage explanations]

2.3.9 Architecture Questions Notes

Question; Are you aware of specific architectures that would enable interoperability?

For example oracles:

· Are you aware of implementations in which oracles are actually used to communicate across separate DLT platforms to enable smart contracts

· Are you aware of intended design architectures that would make use of that capability

Potential examples: Polkadot / Cosmos

Examples (not only oracle based)

https://polkadot.network/
Cosmos (the Cosmos Network)

These have different ways of trying to address that. May include a 3rd chain in the middle. 

For example BlockNet – see Interoperability RFI. 

We may be able to find a bunch of things in the Interoperability RFI responses that would apply to Smart Contracts interoperability. 

[Add to Architecture Overview section in the RFI]

In terms of:

· Transferring information in Smart Contracts

· Transferring assets (cryptocurrency)

If a SC is deployed in one chain, and there is another SC in another chain can I start coding something that talks to them both? 

2.3.10 Standardization Questions
These Questions are primarily for 

· Business groups, consortia and associations. 

· DLT ecosystems / platforms

· Start-ups

· Smart Contracts developers

In general:

· Use of Smart Contracts 

· Responders: those doing, wanting, those who see the potential for an application etc.

· Any benefit to standardizing content for Smart Contracts

· If so, what kind of content e.g. data, concept, data subject, personal information, process workflow, application logic, technical architectures, other
Explanation: The target here is possible standardization of common industry terms, e.g. for sales contracts or other standard operating procedure. 

Question: Do you see any legal or personal scenarios that are not specifically contract related, for which the Smart Contract idea can benefit (e.g. as establishing Last Will and Testament). For these, do you see benefits in standardizing Smart Contracts material for these. Would that standardization include simply the concepts / data elements, or also process workflow, actions, logic etc.

Explanation: This is to include legal issues, such as establishing Last Will and Testament. Are there similar scenarios in your business area. Any business legal and personal scenarios – let us know if you see an interested in people having a standard Smart Contract in that area. Bearing in mind that the Smart Contracts design paradigm is not limited to contracts as such.

This set of questions also applies other non-legal scenarios of a similar nature e.g. insurance related. Also things like jurisdictional limitations to system or software use and the like. 

May also include scenarios like healthcare / Covid, associated privacy issues. And privacy and data confidentiality issues in general (e.g. GDPR). 

2.3.11 Cryptocurrency Questions
This question relates to whether by definition any smart contract arrangement needs to require the use of some cryptocurrency to work (not necessarily the native currency of the ledger / DLT). 

2.4 Questions

Please answer from whichever point(s) of view relate to your understanding of smart contracts, e.g. as a user, a developer of smart contract applications or both. 

Alternatively, responders may prefer to provide a more free-form account of their understanding of Smart Contracts, as part of their response, for example as a separate paragraph.

Responders may elect to respond by taking a copy of this document and adding their responses in line, or may prefer to write out the relevant responses as a free-form document. 

Responders may respond to as much or as little of the material in this RFI as they wish. It is also possible to submit multiple responses at different times ahead of the RFI response deadline.

	Question
	Question Text

	1
	Do you use Smart Contracts?

	2
	Do you create Smart Contracts

	3
	If Yes to (1) or (2): What does this Smart Contract do?

	4
	Do you define the architecture that allows for the creation of SCs within that architecture?

	
	Definitional Questions

	5
	What is your definition of a Smart Contract, if you have one?

	6
	Do you regard contract formation as being part of the Smart Contract?

	7
	How would you characterize a business application that tracked the movement of goods and currency (crypto or fiat) but was not a distributed application?

	8
	How would you characterize a business application that was a distributed application but had no contractual implications?

	
	Legal Questions

	9
	What level and type of testing is necessary to have an unambiguous smart contract that is suitable to be regarded as mutually binding?

	10
	For smart contracts, are these run under a license?

	11
	If so, what kind of license?

	12
	License dependency – what license terms are ‘inherited’ from upstream e.g. the DLT itself, the SC platform or language etc

	13
	Who has the responsibility to ensure that the contract is not in violation of state or federal law in a given country or federation (e.g. the US, Canada etc.). 

	14
	Does the smart contract have access to determine whether or no it is (or is liable to be) in violation of statutory law (national, state or federal law).

	15
	Do you regard a Smart Contract as a Contract? 

	16
	How binding would you regard a Smart Contract as being

	17
	How is dispute resolution handled?

	
	Regulatory Questions

	18
	Are you aware of any regulatory initiatives that would impact Smart Contracts specifically?

	19
	Are there issues arising from the non-visibility of the smart contract as it represents a contractual relationship, if this is not made visible to others, or potentially to regulators

	20
	What are the implications of a (contractual) smart contract goes into dispute, given that it was not previously visible to any non-involved parties?

	21
	What other risks can be incurred for which in other context there would be regulatory oversight, e.g. the 'Buyer beware' implication of many real-world contracts?

	22
	Are you aware of or anticipate upcoming legislation on any of these concerns?

	23
	Given this open the potential for a different way of exchanging value, what implications do you see on national regulatory oversight requirements?

	24
	What would be the implications of any collapse in economic positions represented by sets of smart contracts? For example if the SC represents a sale position in some asset including financial instruments

	
	Compliance Questions

	25
	Is there a governance body for the blockchain or distributed ledger that your smart contracts run on?

	26
	What kinds of audit are carried out? For example security audit; software quality audit.

	
	Usage Questions

	27
	What are the business scenarios in which you use or intend to use Smart Contracts?

	28
	Can this application be done other than via a Smart Contract? If so, how would this be done?

	
	Fee Payment Questions

	29
	Developers: Have you written smart contracts expecting some remuneration and in what (kind of) currency?

	30
	Developers: How do you set your gas rate? What are the factors you take into account that are balanced against this.

	31
	Users: do they need to pay something to post a transaction (we think the answer is Yes). This is the Gas money.

	32
	User: What are the factors you take into account when looking at gas fees and other considerations in selecting a blockchain on which to run a Smart Contract or a set of SCs

	
	Synchronization and Orchestration questions

	33
	how are companies (as end users) approaching solving the synchronization issues of multiple contracts?

	
	Interoperability Questions

	34
	What issues do you see in relation to interoperability among smart contracts? How do you address these issues?

	35
	Do you see a use of smart contracts to verify that a transfer (conditions) has been met ([ref: SAE G31]

	
	Architectural Questions

	36
	What is the modular breakdown if any of your SC architecture? 

	37
	Can these be broken down to disintermediate responsibility for different activities to different participants in the overall business activity (see also orchestration questions). 

	38
	Are you aware of specific architectures that would enable interoperability?

	
	Standardization Questions

	39
	Do you see potential benefits in standardization of specific Smart Contract content, to support specific operations and workflows?

	40
	If so, what kind of content e.g. data, concept, data subject, personal information, process workflow, application logic, technical architectures, other

	41
	Do you see any legal or personal scenarios that are not specifically contract related, for which the Smart Contract idea can benefit (e.g. as establishing Last Will and Testament). 

	42
	For these, do you see benefits in standardizing Smart Contracts material for these. 

	43
	Would such standardization include simply the concepts / data elements, or also process workflow, actions, logic etc.

	44
	Would standardization of aspects of Smart Contracts specific to e.g. privacy, confidentiality, security, benefit from some kind of standardization?

	45
	For these, what sort of elements of these Smart Contracts would you want to see standardized (data, concept / subject, personal information, process workflow, application logic, technical architectures, other)

	
	Cryptocurrency Questions

	46
	Is it the case that all Smart Contracts must rely on the use of a crypto currency? 

	47
	If so, why?

	
	Other Ecosystem Questions

	48
	Do the smart contracts that you are involved with make use of oracles and if so, how? 

	49
	What particular oracles are used?

	50
	How does the smart contract interface with each of the oracles used?

	51
	Do the smart contracts that you are involved with interact with crypto exchanges and if so, how? 

	52
	If not, how are cryptocurrencies exchanged? 

	53
	What particular exchanges are supported?

	54
	How does the smart contract interface with the exchange?

	55
	Do the smart contracts that you are involved with make use of wallets and if so, how? 

	56
	What particular wallets are used or supported?

	57
	How does the smart contract interface with each of the wallets supported?

	
	Development Questions

	58
	Do you carry out formal tests on smart contracts that you are involved with or are aware of? If so, please let us know what tests you carry out?

	
	General

	58
	Are there any questions that we should have asked that we did not? Please elaborate any questions you would like us to have asked and provide your answers below.


3   Instructions for Responding to this RFI

3.1 Who May Respond

Responses from anyone in industry, government or academia with practical knowledge of smart contracts are welcome.

When and if OMG issues a subsequent Request for Proposals (RFP) in this area, OMG members at the appropriate membership level will be eligible to respond with detailed specifications. OMG is an open membership organization. Any company, university or organization is welcome to join and participate. For information, consult https://www.omg.org/membership.

Potential responders include:

· DLTs and DLT participants
· ‘smart contract platforms’
· DLT ecosystem potential Smart Contract developers

· Suppliers
· IBM (for Hyperledger)

· Consumers

· End users (individual)

· Actual Smart Contract projects in place

· Smart Contracts under development

· Developers working on future ideas

· Business domain end users
· Aerospace

· Retail

· Automotive

· IoT 

· Smart Cities etc. 

· Industry groups and associations

· End product developer
· Consultants

· Business development: People considering new Business opportunities

· LegalTech experts

· Influencers

Additional explanatory notes on these:

End Users

Rationale: Shows vendors where this is a potential market for interoperability e.g. to establish the potential or otherwise of an RFP relating to Smart Contracts.

End product developer

· A customer of the DLT platforms and ecosystem

· A supplier of a solution to an end user (and customer / user of a DLT or Smart Contract capability provision
3.2 How to Respond

One electronic copy in machine-readable format should be sent to rfi‑responses@omg.org. Acceptable formats are ODF (ISO/IEC 26300), PDF (ISO 32000), ISO Latin-1 (ISO/IEC 8859-1) or MS Word .doc files. Please consult OMG before submitting documents in other machine-readable formats. One confirming paper copy of all documents should also be sent to the OMG postal address below on the front cover of this document.

Please clearly mark your response with the name and OMG document number of the RFI to which you are responding.

Responses to this RFI must be received at OMG no later than 5:00 PM US Eastern Time (typically 22:00 GMT) <due date, with month spelled out e.g. January>.

Other communication regarding this RFI should be sent to the contacts listed in paragraph 3.8.

3.3 RFI Response Contact

Companies responding to this RFI shall designate a single contact within that company for receipt of all subsequent information regarding this RFI and the forthcoming series of RFPs. The name of this contact will be made available to all OMG members.

3.4 Format of RFI Responses

The following outline is offered to assist in the development of your response. You should include:

· A cover letter – the cover letter should include a brief summary of your response, such as indicating to which areas you are responding and must also indicate if supporting documentation is included in your response.

· The response itself, covering any or all of the areas of information requested by this RFI.

· If required, a glossary that maps terminology used in your response to OMG standard terminology. (For example, see OMG specifications [CORBA, MOF, UML, XMI] and a description of OMG's Model Driven Architecture [MDA] for OMG's standard terminology.)

Although the OMG does not limit the size of responses, you are asked to consider that the OMG will rely upon volunteer resources with limited time availability to review these responses. In order to assure that your response receives the attention it deserves, you are asked to consider limiting the size of your response (not counting any supporting documentation) to approximately 25 pages. If you consider supporting documentation to be necessary, please indicate which portions of the supporting documentation are relevant to this RFI.

3.5 Distribution of RFI Responses

Copies of all documentation submitted in response to this RFI will be available to all OMG members for review purposes.

3.6 Copyrighted Material

According to OMG Policies and Procedures, proprietary and confidential material shall not be included in any response to the OMG. Any material received is treated as a public document. If copyrighted material is sent in response to this RFI then a statement waiving that copyright for use by the OMG is required and a limited waiver of copyright that allows OMG members to make up to twenty-five (25) copies for review purposes is required. Consult Appendix B for a template for this copyright waiver.

3.7 Reimbursement

The OMG will not reimburse submitters for any costs in conjunction with their responses to this RFI.

3.8 Questions Regarding this RFI

Any technical questions regarding this RFI should be sent to:

< Note to RFI Editors: Designate a contact from your subgroup.>

Questions regarding the response process should be forwarded to the address on the cover of this document.

4   Response Review Process and Schedule

4.1 Review Process

OMG RFIs are issued with the intent to survey industry to obtain information that provides guidance, which will be used in the preparation of RFPs. The OMG membership, specifically the <issuing subgroup>, will review responses to this RFI. Based on those responses, the <issuing subgroup> will augment its roadmap and prepare one or more RFPs. 

4.2 Clarification

To fully comprehend the information contained within a response to this RFI, the reviewing group may seek further clarification on that response. This clarification may be requested in the form of brief verbal communication by telephone; written communication; electronic communication; or a presentation of the response to a meeting of the <issuing subgroup>. 

4.3 RFI Response Presentations and Demonstrations

RFI Respondents may be invited to present their response to the <issuing subgroup>. The purpose of this presentation would be to seek clarification of information contained within the response (as noted above); to further explore issues raised; or to further meet the goals of the RFI.

In addition, a technology demonstration to the <issuing subgroup> may prove useful to support the RFI response. If desired, please coordinate with the Contact cited in paragraph 3.8.

<Note to Subgroup Chairs:>

<Contact OMG support personnel at demonstrations@omg.org in order that preparations can be made.>

4.4 Schedule

The schedule for responding to this RFI is as follows. Please note that early responses are encouraged.

	RFI issued
	<date with month spelled out>

	RFI responses due
	<date with month spelled out – must be at least four (4) weeks before the first OMG meeting where those responses will be considered>

	Review of RFI responses
	<date with month spelled out>


Appendix A:  References and Glossary Specific to this RFI

A.1 References Specific to this RFI

<Note to RFI Editors: Insert any references specific to this RFI in alphabetical order. The five listed below are offered as examples.

A technical note: If you need to edit the appendices in the LibreOffice version of the template, note that the headings use the standard "Heading 1", "Heading 2" etc paragraph styles, but then have the "Appendix numbering" List style applied to them. If you need to change the appendices, be sure to preserve this structure to make the appendix numbering work.>

[CORBA] Common Object Request Broker Architecture (CORBA), https://www.omg.org/spec/CORBA
[MDA] MDA Guide, Version 1.0.1, https://doc.omg.org/omg/2003-06-01
[MOF] Meta-Object Facility (MOF), https://www.omg.org/spec/MOF
[UML] Unified Modeling Language (UML), https://www.omg.org/spec/UML
[XMI] XML Metadata Interchange (XMI), https://www.omg.org/spec/XMI
A.2 Glossary Specific to this RFI

< Note to RFI Editors: Insert any glossary items specific to this RFI in alphabetical order.>

4.4.1 Terms and Definitions

Terms so far (table to follow)

Unspent Transaction Output

Colored Coins

Fungible tokens

Stablecoins

Tokenization: 

One: Tokenization is the process of turning a meaningful piece of data, such as an account number, into a random string of characters called a token that has no meaningful value if breached. Tokens serve as reference to the original data, but cannot be used to guess those values.

Two: Tokenization is the process of turning things into digital assets.
4.4.2 Abbreviations

UTXO

Unspent Transaction Output
NFT

Non Fungible Tokens
Appendix B:  Template for Copyright Waiver for RFI Responses

[Date]

Object Management Group, Inc
109 Highland Avenue
Needham, MA 02494
United States of America

Attn: RFI Response Desk

Fax: +1 781-444-0320

This letter constitutes a limited license to use certain materials copyrighted by the undersigned. We understand that the Object Management Group, Inc. (“OMG”) is a not-for-profit consortium that produces and maintains computer industry specifications for interoperable enterprise applications.

We understand that the Copyrighted Material identified below is being submitted to OMG as part of a response to the identified Request for Information (RFI), for use in connection with an OMG process that may result in the adoption of an OMG specification.

	Source of Copyrighted Material:
	

	Copyrighted Material to be submitted to OMG:
	

	Submitter(s):
	

	RFI Title & Doc No.
	


We hereby grant OMG the right to make an unlimited number of copies of the Copyrighted Material as part of the OMG adoption process. 

We hereby grant each OMG member the limited right to make up to twenty-five (25) copies of the Copyrighted Material for review purposes only as part of the OMG adoption process.

Regards,

�Would it help to have several simple activity diagrams here with different contexts: legal contract, vs simple agreement?


�Where did the 'questions' come in, and where are they?  Are they supposed to answer all the questions, and are the 'questions' the phrases that immediately follow this?


�Is this what you meant here?


�You used 'legal' contract above and 'conventional' contract here:  are they the same?  Or are there three categories:  conventional, legal, and smart?


�Is this what was meant here, Mike?  The next section seems to deal with the Blockchain Architecture as the underlying system...





�I'm not sure that there is a way to test a Smart Contract in the usual software sense.  The Contract is an application on a system blockchain architecture -- and the list above addresses the software and hardware that runs the blockchain system itself.  It's almost as if the Smart Contract only consists of  'data' relating to a contract, that is put on and taken off a running system.  How do you test 'data'?  We used to say that code could be put onto the blockchain, then pulled off and executed -- but that's not what we're talking about here.... 'Testing' imho is left to the DLT/blochchain implementers themselves...








�Again, I think this convolutes the Smart Contract as data, with the system (DLT) it is stored on and taken off of....





�Yes!  That says it!


�How would the DLT platform ever take responsibility for what's using it?





�I don't think there's a parallel, because the AppleGoogleAndroid apps are implemented in code (that is auditable/testable), vs Smart Contracts, which are merely data that flows into and out of a set of chained online blocks.  Hmmm....





�Maybe the SC recourses are only the same as for a paper contract -- is the DLT only a substitute for a long paper trail, that is itself blameless, just dumb data?





�... all executed 'outside' the contract, just about the contract...  or part of it?





�It's not code, it's data thrown onto a running train...
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